
08.00 - 08.45
REGISTRATION

09.00 - 09.05
WELCOME

09.10 - 09.45
THE THREAT TO ENTERPRISE – AND 
HOW TO BUILD IN RESILIENCE
ADRIAN NISH, BAE Systems Applied Intelligence division
SADIE CREESE, Professor of cybersecurity,  
University of Oxford

09:50 - 10.45
FROM PREDICTIVE INTELLIGENCE TO 
ARTIFICIAL INTELLIGENCE AND BEYOND
STAFFAN TRUVÉ, Recorded Future
CAMERON COLQUHOUN, Neon Century Intelligence
DAVE PALMER, Darktrace

10:45 - 11:20
BREAK

11.25 - 12.20
WHAT WE CAN LEARN FROM HACKERS
JAMIE WOODRUFF, Metrix Cloud LTD
MUSTAFA AL-BASSAM, Secure Trading
ALEX RICE, HackerOne

12:20 - 13:25
LUNCH

13:30 - 14:25
TACKLING CYBERCRIME AND CRIMINAL GANGS
MOTY CRISTAL, NEST Negotiation Strategies
MIKKO HYPPONEN, F-Secure
TROY HUNT, Have I Been Pwned?

14:25 - 15:00
BREAK

15:05 - 16:00
NATIONAL SECURITY
DAVID OMAND, Global Commission  
on Internet Governance
TAAVI KOTKA, Estonia’s chief information officer 
GORDON CORERA, BBC security correspondent 

16:05 - 17:00
EMERGING THREATS
PATRICIA LEWIS, Chatham House
ADRIAN LUDWIG, Android Security
IAN LEVY, National Cyber Security Centre

17:05 - 17:15
STARTUP STAGE WINNER	

17:20 - 17:25
FINAL WORD
David Rowan 	

17:30 - 18:30
RECEPTION
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AGENDA
From data policy and business breaches to bug hunts and 
cyber warfare, WIRED Security will explore, explain and  
predict cybersecurity’s new trends, threats and defences

AM PM


